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Title of the event: Faculty Development Program on Cyber Security for Industry 4.0
Event Date: 08th July — 17th July, 2024 (10 days)

Time: 10:30 am - 12:30 pm, 06:30 pm-8:30 pm

Event Coordinators: Prof. Stella J

No. of Participants: Professors, Research Scholars

Platform: Online

Description:

The Online Faculty Development Programme (FDP) on "Cyber Security for Industry 4.0" was
conducted from 8th July to 17th July, 2024, organized by the E & ICT Academy at the National
Institute of Technology (NIT), Warangal. Sponsored by the Ministry of Electronics and
Information Technology (MeitY), Government of India, and in association with Xavier
Institute of Engineering, Mumbai, this programme aimed to enhance faculty knowledge and
expertise in the field of cyber security, specifically in the context of Industry 4.0.

The FDP comprised a series of technical sessions, with subject-matter experts from prestigious
institutions and organizations, focusing on various aspects of cyber security, emerging
technologies, and their application in Industry 4.0.

Objective:

The objective of the FDP was to equip faculty members with the necessary skills and
knowledge to understand the challenges, trends, and tools related to cyber security in Industry
4.0. It aimed to explore concepts like cryptography, network security, cloud security,
blockchain, cyber forensics, and cyber-physical systems, which are essential in securing
industrial systems and data in the current digital age.

Detailed Session Overview:
Day 1: 08th July 2024

The FDP commenced at 10 am with an inaugural session that highlighted its goals and
significance. This opening session set the stage for the program, underscoring the importance
of cyber security in the context of Industry 4.0 and the pivotal role faculty members play in
disseminating knowledge in this field. Following this, Dr. Anil presented an in-depth
discussion on cryptography, a foundational aspect of cyber security. He explained encryption
algorithms, the concepts of public and private keys, and how cryptographic techniques are



essential for securing data and communications, particularly in industrial settings. The session
emphasized the critical role of cryptography in safeguarding sensitive data and
communications within Industry 4.0. Next, Dr. Venkanna provided an introduction to cyber
security, stressing its importance in protecting critical infrastructure and data. This session
covered various cyber threats, security protocols, and defense strategies necessary to protect
industrial systems and networks.

Day 2: 09th July 2024

Dr. Shiv Dharshan conducted a comprehensive session on network security measures,
emphasizing strategies to protect industrial networks from cyber threats. He covered essential
topics such as firewalls, intrusion detection systems (IDS), intrusion prevention systems (IPS),
and secure network protocols, all crucial for securing industrial networks in the context of
Industry 4.0. In the afternoon session, Mr. Naushad addressed the challenges and techniques
for securing wireless and mobile networks, which are increasingly vital as Industry 4.0 systems
depend heavily on wireless communication and mobile devices. He focused on encryption
methods and security protocols designed to mitigate the risks associated with these emerging
technologies

Day 3: 10th July 2024

Dr. Shyam Kumar delivered a session on cloud security engineering, emphasizing the
vulnerabilities within cloud infrastructures and best practices to -secure them. He explored
various security measures to protect data, applications, and services hosted in cloud
environments, which are crucial in Industry 4.0 for managing and processing large-scale
industrial data. In the afternoon session, he further elaborated on cloud security engineering,
providing a deeper understanding of secure cloud configurations, access control policies, and
threat detection and mitigation strategies, all essential for safeguarding cloud-based industrial
systems. Additionally, a hands-on session on cloud security was conducted, which greatly
benefited the participants by offering practical insights into implementing security measures in
cloud environments.

Day 4: 11th July 2024

Mr. Sathish conducted a practical and technical session on malware analysis, where he
explained the different types of malware that can impact industrial systems, such as viruses,
worms, and ransomware. The session also covered malware detection techniques, reverse
engineering, and best practices for defense against these threats. In the afternoon session, Mr.
Naushad presented on cyber-physical systems (CPS), which combine computer-based
algorithms with physical processes. He highlighted the critical importance of securing these
systems, as they are fundamental to modern industrial operations, and discussed how
vulnerabilities in CPS could lead to severe consequences.

Day 5: 12th July 2024

Dr. Guravaiah delivered a session on host and intrusion detection systems (IDS), explaining
how these systems monitor networks and host machines to detect and respond to potential



security breaches. He discussed various techniques for identifying unauthorized access and
safeguarding sensitive data from cyber threats. In the afternoon session, he demonstrated use
cases of Industry 4.0, focusing on the application of cyber security measures in real-world
industrial environments. He illustrated how security protocols are implemented across
industries such as manufacturing and logistics to protect data and ensure seamless operations.

Day 6: 13th July 2024

Mr. Ram introduced the concept of blockchain security, explaining how blockchain technology
can be leveraged to secure transactions and data in Industry 4.0 environments. He covered the
fundamental principles of blockchain, its applications in securing industrial data, and how it
can prevent unauthorized access or tampering of information. In the afternoon session, Mr.
Ram continued his discussion on blockchain security, delving into advanced techniques and
exploring real-world applications of blockchain in securing digital transactions and data flows
within industrial systems.

Day 7: 14th July 2024

Mr. Naushad presented the IEC 62443 Cyber Security Standards, which are vital for securing
industrial automation and control systems. He explained the framework’s guidelines for
ensuring the safety and reliability of industrial systems by preventing cyber threats and
maintaining operational continuity. In the afternoon, Dr. Padmavathy addressed cyber security
in critical infrastructure, focusing on securing systems essential to industries such as power
plants, water supply, and transportation. She discussed risk management strategies and
techniques to protect these crucial systems from cyber threats, ensuring their resilience and
smooth operation.

Day 8: 15th July 2024

Dr. Hiren V. Nath introduced cyber forensics, the science of investigating cybercrimes. He
explained the various tools and techniques used in cyber forensics, with a particular focus on
how they can be applied to detect and address cyber incidents in industrial environments. In
the afternoon session, he continued with a discussion on advanced techniques in cyber-crime
investigation, exploring sophisticated methodologies used to investigate and resolve cyber
incidents. The session also emphasized the legal aspects of cyber-crime investigations and the
critical importance of maintaining evidence integrity throughout the process.

Day 9: 16th July 2024

Dr. Hiren V. Nath continued his exploration of advanced cyber-crime investigation techniques,
focusing on methods used to track cyber criminals and analyze digital evidence. He delved
deeper into digital forensics, explaining the processes and tools used to recover and analyze
digital evidence from electronic devices and networks. Dr. Nath emphasized how digital
forensics is crucial in securing industrial systems from cyber-attacks. Additionally, a hands-on
session on File Scraping was conducted, providing participants with practical experience in
extracting and analyzing data from digital files to support cybercrime investigations.



Day 10: 17th July 2024

Dr. Padmavathy concluded the discussion on cyber security in critical infrastructure by
summarizing the key points and strategies for protecting both industrial and governmental
infrastructures from cyber threats.

The program culminated with the Valedictory session, where participants had the opportunity
to reflect on the valuable insights they had gained throughout the FDP. An online assessment
was conducted to evaluate participants' understanding, followed by the collection of feedback
to enhance the quality of future FDPs.

Event Photos:
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This is to certify that /i lﬂﬂﬂ*?ﬂkam@""aﬁfrmnt Professor
from.... v—dra ;dhn“’ ] ege ﬂ mnqiuuu ;.':!E.m

has participated ina m».nmamy Dev;.lopment ngramme on" Wber Seani‘l?fnr Tndustry 4.0 " sponsored

by Ministry of Elech'onhs aﬂ‘Iuﬁmhon Technology (MeitY), Gol organised hfmcutademy, NIT Warangal
Enginieering, Mumbal during 8% July - 17 July, 2024,

She / He has successfully completed all the reguirements for completion of the programme,

Prof, Stella. J Prof, R.%wﬂry Prof, P, Sreehari Rao Prof, Bidyadhar Subudhl

Coordinator Coordinator Chief Investigator )
XIE Mumbal NIT Warangal E&ICT Acidemy, NIT Warangal NIT Warangal

Sample Certificate of the Participant of FDP program Cyber Security for Industry 4.0
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Prof. Stella J
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Dr. Y.D. Venkatesh

FDP Coordinator Principal
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Guidelines to host an online FDP in association with
Electronics & ICT Academy. NIT Warangal

1. Minimum number of Participants should be 50 and maximum of 100 participants are
permitted.

2. Speakers and Lecture Schedule will be identified by the coordinator
from NIT Warangal in consultation with coordinator from your college.

3. Academy will meet all the expenses of the speakers (accommodation, honorarium, food
ctc.)

4. There will be a registration fee of Rs. 750 per participant for faculty and Rs.

2250 per participant for industry participants for 40 hours FDP.

5. Research scholars are allowed for each FDP up to maximum of 5% of the strength.

6. FDPs will be conducted only 4 hours per day so that participants at host institute can
attend their normal work other than this span of 4 hours. Hence total duration of 40 hours
online FDP is 10 days and equivalent to one week FDP.

7. 1If you need any further details, Please contact us on ¢iclnitwicgmail.com.

8. Budget and other details will be sent to you by email once your FDP is approved.

APPLICATION FORM
Name of the Institution XAV ER INSTITUTE OF ENG\INEER)NGT
Address of the Institution MAHIM (AUSEWAY, MAHMIM,
MUMBAT ,MAHARASHTRA — BDOO L
1. . - ;
Name(s) of the FDP(s) ‘5ECU RE cLovdOPS
2. |CYBER SECURI\TY For INDUSTRY 4-O
1. _ P
Preferable Dates to conduct the \ = I 0b ) 202"’— 20 ,Ob '202”-
FDP 2. |18 Job|2o2y — 2%jobl202Yy
3. | 26fobl20oy — OL|0F|2020
Do you accept for all the v ) r
guidelines given above Yes No
Coordinator Name STELVA T
Designation AsSsSISTANT PROFES$OR,
Qepgrtment TINFORMATION TE CHNOLOBIY
Email Id Stello @ xavies-ac-in
Ph. No Landline = | Mobile l 23 7804 bmjg

Place: Murn b Qi
Date: Q53 ) DQ‘)Q‘DD-L,-

Signature of Principal / Head of Institution
(With seal)



Stella J <stella@xavler.ac.in>

Registration and Budget details for Cyber Security for Industry 4.0 FDP

EICT NITW <eict.nitw@gmail.com>
To: Stella J <stella@xavier.ac.ln>, PADMAVATHY R <rpadma@nltw.ac.in>

Mon, Mar 4, 2024

Dear Sir/ Madam,

As per the request letter sent from your college, your course is approved and you need to plan the
cictnitw@gmail.com to publish on the website.
Iam also giving below the details of coordinator(s) and email address{es). Please the coordinator from NIT Warangal to plan the FDP. ] -
‘ |1. Prof R, Padmavathy, Dept. of CSE, NIT Warangal

Email:rpadma@nitw.ac.in

Ph. No: 9381265691
| 2. Stella. J, Dept. of [T, Xavier Institute of Engineering, Mumbai
| Email: stella@xavier.ac.in

and

prepare the brochure and lecture schedule as soon as possible and send it to e-mail:

Pivg

| Cyber Security for Industry 4.0 Ph. No: 8778076008 ) 25th June - 4th July, 2024 |Online
Please find the attached documents for the Instructions, Parlicipant List format,

Thank you

E&ICT

2 attachments

am 4participant listi.docx
P P
61K

Online Mode - Instructlons.docx
= 18K



Online Mode

Terms and conditions for organizing Online FDPs:

1. Registration details:
For faculty/research scholars: Rs. 1000 for 40 hour FDPs.
Research scholars are allowed for each FDP up to maximum of 5% of the strength.
No complimentary registrations

2. Please note that if the number of participants is below 50, the programme
should be cancelled.

3. Maximum of 100 participants are permitted to enroll for an FDP as monitoring,
responding to the questions, doubts beyond that number is difficult for the speaker.

4. It is decided to conduct only 4 hours per day so that participants at host institute
can attend their normal work other than this span of 4 hours. Hence total duration
of 40 hours online FDP is 10 days and equivalent to one week FDP.

5. Platform through which resource persons and participants are connected will be
provided by the academy.
6. Laboratory sessions/demo can be online or conduct at the host institute under online

monitoring and guidance of the concerned resource person.

7. Honorarium bill (filled in complete with signatures of resource person) along with
NEFT Formand a copy of PAN card should be collected by the coordinator from each
resource person.

8. Printing of certificates and posting will be done centrally at the academy and
coordinator can take the help of office of E&ICT Academy in this regard.

9. The following are approved budget details for online FDPs.

Budget for 40 hours Programme

S. No Particulars Approved expenditure
Honorarium for resource persons
L' | @Rs2,000/- per hour 80,000
9. Material preparation expenses @) Rs.20,000

Rs.500/- per hour

Travel, Food and accommodation

3 expenses for resource persons NIL
4 Certificates Printing and postage .
expenses and Any expenses in Upto a maximum of Rs.5,000*

providing online platform for delivering
teaching, demo

*- Includes Rs. 2000/- Secretarial Assistance Overhead from Academy




ONLINE FACULTY DEVELOPMENT PROGRAMME (FDP)

on

Cyber Security for Industry 4.0

(08t July —

Organized by

Yavier
Intitute

17 July, 2024) o
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E & ICT Academy, National Institute of Technology, Warangal
In association with
Xavier Institute of Engineering, Mumbai University, Mahim, Mumbai
Sponsored by Ministry of Electronics and Information Technolog_y (MeitY), GOI)

o amble:

Electronics & ICT Academy" was set up at NIT Warangal with
financial assistance from MeitY, Gol. The jurisdiction of this academy
is Telangana, Andhra Pradesh, Karnataka, Goa, Puducherry and
Andaman & Nicobar [slands. This academy’s role is to offer Faculty
Development Programs instandardized courses and emerging areas of
Electronics, Information Communication Technologies, training &
consultancy services for Industry, Curriculum development for
Industry, CEP for working professionals, Advice and support for
technical incubation and entrepreneurial activities.

Ahout

The Faculty Development Program will help to disseminate the
knowledge in the domain of Cyber Security. It empowers the
participants to understand how Cyber Security can be used to innovate
and improve the security process and Real time applications. The
participants will be trained with hands-on approach in order to have an
in-depth insight into the domain of Cyber Security and expose them to
Feasibility & future scope.

COILents:

x3

o

Understanding Industry 4.0

Introduction to Cyber Security

Network Security Measures

Vulnerability Assessment and Penetration Testing
Cloud Security Engineering

Wireless Network Security

Software and Web Application Security

Malware Analysis

Cyber Physical System Security

Introduction to Cyber Forensics

Eminent Techniques in the Cyber Crime Investigation
Introduction to Digital Forensics

Introduction to Ethical Hacking

Introduction to AWS

Hands-on: Deploying Application on AWS

IoT Security

Al and Machine Leamning Sccurity

Blockchain Security
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The program will be conducted by the faculty members from NIT
Warangal; Academicians in the concerned field from IITs/NITs/IIITs
are invited to deliver lectures in the program. Speakers from industries
are also expected to deliver as part of the course.

Rs.1000/-
Rs.3000/-

Faculty and Research Scholars

Industry Participants

Participants need to pay the Registration Fee Online using the
following details,

Online Transfer Details
|Account Name: Electronics & ICT Academy NITW
Account No: 62423775910
IFSC: SBIN0020149
IBank and Branch: State Bank of Indxa, NIT
(REC) Warangal

P:z.rtlr:lpnnls are required to ﬁll the online registration form by clicking on the
g link: fo; h3BhubRHRE

Selection will be done based on first-come-first-seive basis to a maximum
number of 100 (Hundred). Additionally, 10 participants from industry are
allowed to participate. The list of selected participants will be intimated through
e-mail. In case a candidate is not selected, the registration fee will be sent back.
Candidates will be issued satisfactory certificates on successful completion of
the course. Reservations are followed for selecting candidates as per GOI

Important Dates;

05.07.2024
06.07.2024

08.07.2024 to 17.07.2024

Last date (Application & DD)
Selection List by E-mail

Duration

About NIT

National Institute of Technology, Warangal is the first among 17 RECs setup
as joint venture of the Government of Indiu and the state government. Over the
years the college bas established itself as a premier Institute imparting
technical education of a very high standard leading to the B. Tech degrees in
various branches of engineering, MTech. and Ph. D programs in various
specializations.
AboutNIES Mumbai:

Xavier Institute of Engineering (XIE), a sister institute of St. Xavier’s College,
Fort, Mumbai was established in 2005, and is a part of an international network
of Jesuit Educational Institutions which includes 138 universities and 3413
Educational Institutions in 120 countries. XIE has got NBA accreditation for 2
programs and also NAAC accredited. XIE is the only Engineering college in
India to have a Gait laboratory. This laboratory is sponsored by Marquee
University, USA. XIE is ranked 57 among the top 170 Engineering Institute
Rankings, 2022 XIE received the Green Mission Award from ONP Solar
Private Limited for three consecutive years (2019, 2020, 2021). XIE also
received the World Education Co Award - 2022

About Informs

Information Technology department started functioning from the year 2005
with an intake of 60, offering bachelor’s degree in Information Technology.
The department has a mission to cultivate critical thinking skills through
interactive leamning in IT, equipping students with the technical expertise
needed to address a wide array of IT challenges. We prioritize industry
engagement and strive to instill social and professional ethics in our
undergraduates while fostering a culture of lifelong learning. Notably, the IT
department attained NBA accreditation in 2023




ONLINE FACULTY DEVELOPMENT PROGRAMME (FDP)
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Cyber Security for Industry 4.0
(082 July — 17t July, 2024)
Organized by
E & ICT Academy, National Institute of Technology, Warangal
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Name:
Designation:

Institution:
Email:

Mobile No:
Bank Details:
Reference No:
Amount:
Bank:

Date:

Address for Correspondence:

Education Qualification:

9. Subjects taught so for:
10. No. of refresher courses/ workshops attended:

11. Experience (in years):

Teaching: Research: ___ Industry:

Declaration:

The information provided is true to the best of my
knowledge. If selected, I agree to abide by the rule and
regulations of the FDP and shall attend the course for
the entire duration. I also undertake the responsibility
to inform the Coordinator in case, I am unable to
attend the course.

Date Signature of the Applicant

Coordinator:
Dr. R. Padmavathy
Professor
Department of CSE, NIT Warangal
Email: rpadma@nitw.ac.in
Mob: +91 93812 65691

SPONSORSHIP CERTIFICATE

Dr. /ML, /MS. cooeiinninssmnssssssmsnnsssssnssasans is an employee
of our Institute/Organization and is hereby sponsored to
participate in the FDP on “Cyber Security for Industry
4,07, sponsored by Electronics & ICT Academy during
08 July — 17" July, 2024 at Xavier Institute of
Engineering, Mahim, Mumbai.

Signature of Head of Institution
(with seal)

ss lor corresnondence
Post your application form to:
Ms. Stella J,
Assistant Professor,
Department of IT, .
Xavier Institute of Engineering, Mumbai 400016
Mobile: +91 8778076008

It is requested to all the delegates, after completion of
application form, all the payment details, screenshot of
the payment has to be uploaded in the following online
registration link.

Registration Link:
https://forms.gle/ZvieYdeb3BhubRHRS

For more details about Electronics & ICT Academy,
NIT, Warangal, please visit:

littps://nitw ae.infeict

Ms. Stella J,

Assistant Professor,

Department of IT,

Xavier Institute of Engineering, Mumbai 400016
Mobile: +91 8778076008

Email: stella@xavier.ac.in

Prof. Stella J

Assistant Professor

Department of IT, XIE, Mumbai
Email: stella@xavier.ac.in

Mob: +91 8778076008




ONLINE FACULTY DEVELOPMENT PROGRAMME (FDP)

on

Cyber Security for Industry 4.0
(08" July — 17" July, 2024)

Organized by

E & ICT Academy, National Institute of Technology, Warangal
(Sponsored by Ministry of Electronics and Information Technology (MeitY), GOI)
In association with
Xavier Institute of Engineering, Mumbai

Session 1

Session 2

Day

Time

Session Details

Time

Session Details

08-07-2024

10am — 12pm

Inauguration

Introduction to Cyber Security
(Dr. U. Venkanna NIT, Warangal)

02pm - 04pm

Cryptographic fundamentals
(Dr. P. Anil NIT, Calicut)

09-07-2024

10am - 12pm

Network Security Measures
(Dr. Shiv Dharshan, NIT,
Warangal)

06pm — 08pm

Wireless and Mobile Security
{Mr. Tayab Naushad, CDAC,
Hyderabad)

10-07-2024

10am — 12pm

Cloud Security Engineering
(Dr. Shyam Kumar, IDRBT)

02pm — 04pm

Cloud Security Engineering
(Dr. Shyam Kumar, IDRBT)

11-07-2024

10am —
11:30pm

Malware Analysis
(Mr. Sai Sathish, Indian Servers
Pvt Ltd)

06pm — 08pm

Cyber Physical System
(Mr. Tayab Naushad, CDAC,
Hyderabad)

12-07-2024

10am — 12pm

Host/ Intrusion Detection System
(Dr. Guravaiah, 1IIT Kottayam)

02pm - 04pm

Use case of Industry 4.0
(Dr. Guravaiah, I1IT Kottayam)

13-07-2024

02pm — 04pm

Blockchain Security
(Mr. T. Ram, UTC, Hyderabad)

04pm — 06pm

Blockchain Security
(Mr. T. Ram. UTC, Hyderabad)

14-07-2024

10am — 01pm

Introducing IEC 62443 Cyber
Security Standards

(Mr. Tayab Naushad, CDAC,
Hyderabad)

02pm —
03:30pm

Cyber Security in Critical
Infrastructure

(Dr. Padmavathy, NIT
Warangal)

15-07-2024

10am — 12pm

Introduction to Cyber Forensics
(Dr. Hiren V Nath, NIT Calicut)

02pm — 04pm

Eminent Techniques in the
Cyber-crime Investigation
(Dr. Hiren V Nath, NIT
Calicut)

16-07-2024

10am — 12pm

Eminent Techniques in the Cyber-
crime Investigation
(Dr. Hiren V Nath, NIT Calicut)

02pm —- 04pm

Digital Forensics — 1
(Dr. Hiren V Nath, NIT
Calicut)

17-07-2024

10am — 12pm

Cyber Security in Critical
Infrastructure
(Dr. Padmavathy, NIT Warangal)

0lpm -
03:30pm

Valedictory session

Online Assessment &
Feedback

Coordinators

Prof. StellaJ

Assistant Professor

Department of IT, XIE, Mumbai
Email: stella@xavier.ac.in

Prof. R. Padmavathy

Professor

Department of CSE, NIT Warangal
Email: rpadma@nitw.ac.in
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Dear Participant,

The Platform used to conduct this online FDP is Google Meet.
Please use the Session Links provided below to join the session every day.

FDP Name: Cyber Security for Industry 4.0
FDP Dates: 08% July- 17% July 2024

Session Link

Meeting link: https:/meet.google.com/pre-ggwv-tvy

Same Link is used for all the days.

Please note that 80% attendance and attending the test/ assignment is mandatory to
receive the certificate.

Attendance is automatically generated through the Google Meet.

Session Recordings will not be provided to the participants as the participants have to
attend all the live sessions only.

Any Materials/ PPTs or assignments provided by the speakers will be shared with the
participants.




Electronics & ICT ACADEMY

NATIONAL INSTITUTE OF TECHNOLOGY
WARANGAL - 506004, TELANGANA STATE — INDIA

FDP Name: Cyber Security for Industry 4.0
Dates: 08/07/2024 — 17/07/2024

Participants List

Categor Date of
y Transacti
College name gﬁ;SST) Mail DD on A
S No | Name Designation | in Full with Gender >¢ | Phone no. A" | No/NEFT -
Place Specify Id No. nt
Clearly
SC or
ST)
Xavier institute ompraka
1. | Omprakash Asst of engineering, sh.y@xa
Yadav Professor Mumbai Male General 9819021310 | vier.ac.in | 414260995401 | 21-05-2024 | 1000/-
Nilambari Xavier institute nilambar
2. | Gajanan Assistant of engineering, L.n@xavi
Narkar Professor Mumbai Female General 9967829501 | er.ac.in 414391373574 | 22-05-2024 | 1000/-
Andhra Loyola
Institute of mrojitha
Engineering and priyadars
3. | M Rojitha Assistant Technology, hini@gm
Priyadarshini Professor Vijayawda Female SC 9494756351 | ail.com 414322025961 | 22-05-2024 | 1000/-
Datta Meghe aparna.b
Aparna College of honde@
4. | Prashant Assistant Engineering, dmce.ac. : .
Bhonde Professor Airoli Female General 9819829042 | in DEW?2469517 | 28-05-2024 | 1000/-
Kumaraguru
College of nishamec
5. | Nisha Mariam | Research Technology, se@gmai
Varughese Scholar Coimbatore, TN | Female General 8489661861 | l.com 414969685867 | 28-05-2024 | 1000/-
Suhas Xavier institute suhas.l@
6. | Janardan Assistant of engineering, xavier.ac
Lawand Professor Mumbai Male General 9821127648 | .in 451854393629 | 31-05-2024 | 1000/-




Sardar Patel
Institute of reeta_ko
7. Assistant Technology, shy@spit | UPIID
Reeta Koshy Professor Mumbai. Female General 9821453223 | .ac.in 415179864331 | 30-05-2024 | 1000/-
Ramrao Adik
Institute of
Technology, somnath.
8. | Somnath Assistant Nerul, Navi tandale@ | T24060612382
Tandale Professor Mumbai Male OBC 9702393164 | raitac.in | 36125251755 | 06-06-2027 | 1000/-
Research
Scholar lab,
Electrical
Engineering
Department,
Malaviya
National
Institute of 2021rec9
9, Research Technology, 058@mn
Dheeraj Verma | Scholar Jaipur Male SC 9086412917 | it.ac.in 415918403471 | 07-06-2024 | 1000/-
Ku College Of
Engineering And lakshma
Technology, n.ramava
10.| R Lakshman Assistant Hanamkonda, thu@gm | T24060712124
Naik Professor(c) | Telangana Male ST 9177644143 | ail.com | 72444214660 | 07-06-2024 1000/-
Vel Tech
Rangarajan Dr.
Sagunthala R&D
Institute of drcicijen
Science and niferrajj
11.| Dr. Cici Assistant Technology, @veltech | T24060811561 Bank of
Jennifer Raj J | Professor Chennai Female OBC 7550220909 | .edu.in 31789645064 | Baroda 1000/~
Dept of IT,
Srisivasubraman
iya Nadar
College of
Engineering, sivamuru
12.| V Associate Kalavakkam, ganv(@ss
Sivamurugan | Professor Thiruporur, TN | Male OBC 7358762565 | n.edu.in 53632680 | 14-06-2024 | 1000/-
K. J. Somaiya
College of leenal22
13. Assistant Engineering, 0@gmail
Leena Sahu Professor mumbai Female General 9691058366 | .com IN0054112 18-06-2024 | 1000/-




K. J. Somaiya anagha.r
College of aich@so
14.| Anagha Rajiv | Asdistant Engineering, maiya.ed
Raich Professor mumbai Female General 9096052040 | u 417006473692 | 18-06-2024 | 1000/-
Xavier institute vaishali.
15. | Dr. Vaishali Associate of engineering, g@xavie
Gaikwad Professor Mumbai Female SC 9270163710 | r.ac.in 417093835508 | 08-06-2024 | 1000/-
Xavier institute tejal.d@
16.| Tejal Assistant of engineering, xavier.ac
Deshpande Professor Mumbai Female General 9619207774 | .in 417010719031 | 18-06-2024 | 1000/-
Xavier institute panil j@
17. Assistant of engineering, Xavier.ac
Panil Jain Professor Mumbai Female General 9324721341 | .in 417080820141 | 18-06-2024 | 1000/-
Assistant Xavier institute henry.m
18. Professor and | of engineering, @xavier.
Henry Mendis | IT Manager | Mumbai Male General 9892078070 | ac.in 417022940861 | 18-06-2024 | 1000/-
University Post
Graduate
College pupgc@
19. | RajendraPrasa KU,Subedari,Ha gmail.co
dM Faculty numakonda Male OBC 9949438798 | m 417023559992 | 18-06-2024 | 1000/-
Associate
Professor,
Department of
CSE, Toc H
Institute of
Science & sairaman
20. Associate Technology, 0j23@g
Saira Varghese | Professor Kerala Female General 9947192191 | mail.com | 417173367456 | 19-06-2023 | 1000/-
HOD
(Computer Xavier institute ninad.m
21.| Dr.Ninad Science and | of engineering, @xavier.
More Engineering) | Mumbai Male General 9892430543 | ac.in 417115422042 | 19-06-2024 | 1000/-
Sri Krishna
College of
Engineering and
Technology, palanis@
22. Assistant Comibatore, skcet.ac.i | T24061911564
S Palani Professor Tamilnadu. Male OBC 9789378384 | n 67905902660 19-06-2024 | 1000/-
Xavier institute
23.| Leena Tushar | Assistant of engineering, Leena
Patil Professor Mumbai Female General 9619594215 | Patil 453854515528 | 20-06-2024 | 1000/-




Sri Krishna

College of
Engineering and yasirsine
Technology, el984@ | SBIYA241711
24.| Yasir Abdullah | Assistant Comibatore, gmail.co | 202030282990
R Professor Tamilnadu. Male General 9944005717 | m 20 19-06-2024 | 1000/-
Dean, School .
Weston of Gﬁiﬂis{:;mt wgovere
25. | Darlington Engineering Harare i +263 | h@gmail
Govere & ICT Male General 774088979 | .com 453854717070 | 01-01-1995 | 1000/-
Arrupe Jesuit ev’f‘tSitSi'
o University. G
26.| Eva Tsitsi Harare 2 +263 | @gmail.
Chigodo Lecturer Female General 773280408 | com 453882613570 | 20-06-2024 | 1000/-
Arrupe Jesuit ggotonbu
27.| Godfrey University, +263 | rg@gmai
Murairidzi Lecturer Harare Male General 773365801 | Lcom 417225520418 | 20-06-2024 | 1000/-
Xavier institute stella@x
28. Assistant of engineering, avier.ac.i
Stella J Professor Mumbai Female General 8778076008 | n 417269113649 | 20-06-2024 | 1000/~
TocH Institute of ledacseti
Science and st@tistco
29. Assistant. Technology,Ara chin.edu.
Leda Kamal Professor kkunnam Kerala | Female General 9895118005 | in 417212114601 | 20-06-2024 | 1000/~
SASTRA
Dr Deemed sasikalad
30.| Sasikaladevi Associate University, e@gmail
N Professor Thanjavur Female OBC 8098846368 | .com 506534848 | 20-06-2024 | 1000/-
Mahatma
Gandhi
University, korripall
31.| Dr. Assistant Nalgonda, y@gmail
K.Premsagar Professor Telangana Male SC 9866627028 | .com 1HS3410848 20-06-2024 | 1000/-
St. Francis
Institute of dakshata
Technology, panchal
32.| Dr. Dakshata | Assistant borivali (W), @sfit.ac. | 9357803X349
Mayur Panchal | Professor Mumbai Female General 9833509569 | in 9735 21-06-2024 | 1000/~
St. Francis
Institute of poonam.
Technology, badadhe
33.| Poonam S Assitant borivali (W), @sfit.ac.
Badadhe Professor Mumbai Female General 8605778254 | in 417315836256 | 21-06-2024 | 1000/-




Xavier institute sulochan
34.| Sulochana Assistant of engineering, a.d@xav
Devi Professor Mumbai Female General 8652231801 | ierac.in | 453932371595 | 21-06-2024 | 1000/-
Amit Xavier institute amit.n@
35. | Dnyaneshwar | Assistant of engineering, xavier.ac
Narote Professor Mumbai Male OBC 7977003366 | .in 417310799356 | 21-06-2024 | 1000/-
Xavier institute suvarna.
36.| Suvarna Assistant of engineering, b@xavie
Aranjo Professor Mumbai Female General 8424972799 | r.ac.in 417314421211 | 21-06-2024 | 1000/-
Local johnkasu
37.| John William | PhD Government bi7@gm
Kasubi Research Training Male General 787708570 | ail.com THS3425222 21-06-2024 | 1000/-
St. Francis
Institute of UPI
Technology, vandana | Transaction
38.| Dr. Vandana Assistant borivali (W), patil@sfi | ID:
Ashish Patil Professor Mumbai Female General 9321134442 | tac.in 417327241920 | 21-06-2024 | 1000/-
Kongu
Engineering ramyaeru
39, Assistant College, san@gm
Ramya T E Professor Perundurai, TN | Female OBC 8883677334 | ail.com 417162671607 | 19-06-2024 | 1000/-
SASTRA
Deemed geethava
40. Associate University, lavan@g
K. Geetha Professor Thanjavur, TN | Female OBC 9442297290 | mail.com 403289864 | 22-06-2024 | 1000/-
Department of
Aerospace
Engineering,
MIT Campus, ilakkiya.
41. Assistant Anna University, s@mitin
S.Ilakkiya Professor chennai Female OBC 9445064817 | dia.edu 417216010920 | 20-06-2024 | 1000/-
The Government
Engineering jayaleksh
College, Barton mi.dtrv2
Hill, 3jul006
- 42.| Jayalekshmi Thiruvananthapu @gecbh.
KS PhD Scholar | ram Female OBC 8943037171 | ac.in 417482424127 | 22-06-2024 | 1000/-
S.G.Balekundri rajeshwa
Institute of ri.kisan
43.| Rajeshwari Technology, @gmail.
Kisan PhD scholar | Belgaum Female OBC 9738783026 | com 412728934582 | 06-05-2024 | 1000/-




St. Francis

Institute of pradhnya
Pradhnya Technology, pradhan
44 | Shrirang Assistant borivali (W), @sfit.ac.
Pradhan Professor Mumbai Female General 9405704167 | in 454089064549 | 22-06-2024 | 1000/-
tessy.tom
45. Associate Jain University, 2020@g
Tessy Tom professor Bangalore Female General 9845909961 | mail.com | 417540609099 | 23-06-2024 | 1000/-
PSNA College
Assistant of Engineering ajithcys
46. Professor and Technology, @psnace | T24062408515
Ajith Jerom B Dindigul, TN Male OBC 7708420413 | teduin | 75373844158 | 24-06-2024 | 1000/-
St. Vincent
Assistant Pallotti College
Professor of Engineering akulkarni
& Technology, @stvince
47.| Akanksha Wardha Road, ntngp.ed
Kulkarni Nagpur Female General 8390277477 | win 454254761547 | 24-06-2024 | 1000/-
PSNA College
of Engineering hodcys@
48.| Dr.R.Pushpa Professor & and Technology, psnacet.e | T24062409051
Lakshmi HOD Dindigul, TN Female General 9842743095 | du.in 67461992672 | 24-06-2024 | 1000/-
Prestige Institute
of Engineering
Management bahad.pri
49.| Dr. Pritika Assistant and Research, tika@gm
Bahad Professor Indore Female OBC 9981344415 | ail.com 417688853873 | 24-06-2024 | 1000/-
antonyte
ndayigu
Antony Arrupe Jesuit munyu@
50.| Tendayi University, +263 | gmail.co
Gumunyu Lecturer Harare Male General 774196582 | m 454303878250 | 25-06-2024 | 1000/-
. tinashean
Tinashe A@pe Jesult tony347
Lecturer University, Female General g
51.| Antony Harare +263 | @gmail.
774363951 | com 454391176582 | 25-06-2024 | 1000/-
Vidyavardhini's
College of
Engineering and
Technology,
Vasai Rd, Dist- sainath.p
52.| Sainath Assistant Plaghar, atil@vce
Tukaram Patil | Professor Maharashtra Male OBC 9422488969 | teduin | 418387943738 | 01-07-2024 | 1000/-




Vidyavardhini's

College of
Engineering and
Technology, chandan.
Vasai Rd, Dist- kolvanka
53.| Chandan assistant Plaghar, r@vcet.e
kolvankar professor Maharashtra Male General 9049863248 | du.in 418383343146 | 01-07-2024 | 1000/-
Vidyavardhini's
College of
Engineering and
Technology,
Vasai Rd, Dist- anagha.p
54.| Mrs. Anagha | Assistant Plaghar, atil@vce
Jayesh Patil Professor Maharashtra Female General 9004078402 | t.edu.in | 418305076351 | 01-07-2024 | 1000/-
Vidyavardhini's
College of
Engineering and
Technology, madhavi.
Vasai Rd, Dist- waghmar
55.| Dr. Madhavi Assistant Plaghar, e@vcet.e
Waghmare Professor Maharashtra Female General 7718883297 | du.in 418311530524 | 01-07-2024 | 1000/-
Vidyavardhini's
College of
Engineering and
Technology, archana.e
Dr. Archana Vasai Rd, Dist- kbote@v
56.| Pramod Assistant Plaghar, cet.edu.i
Ekbote Professor Mabharashtra Female General 9850673911 | n 418310510685 | 01-07-2024 | 1000/-
Xavier institute martina.r
57.| Martina Assistant of engineering, @xavier.
D'souza Professor Mumbai Female General 9869279279 | ac.in 418434195210 | 02-07-2024 | 1000/-
Xavier institute jyotsna.
58. Assistant of engineering, m@xavi
Jyotsna More | Professor Mumbai Female OBC 9920326161 | er.ac.in | 418673593787 | 04-07-2024 | 1000/-
Vidyavardhini's vaishali.s
College of hirsath@
59.| Vaishali Anil | Assistant Engineering and veet.edu.
Shirsath Professor Technology Female General 8408013344 | in 455321174616 | 05-06-2024 | 1000/-

=

Coordinator




